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Ireland has a sophisticated and respected courts 
system which is experienced in dealing with 
complex cross-border disputes.  As a member 
state of the EU, Ireland benefits from the co-ordi-
nated civil litigation procedures available under 
the Brussels I Recast Regulation (1215/2012) and 
other EU law regimes, and the large number of 
global companies locating their EU operations 
here often places Irish entities at the centre of 
global investigations.

The Commercial Division of the High Court 
has dealt with many cross-border claims and appli-
cations in aid of fraud litigation in other jurisdic-
tions.  This chapter provides an overview of the 
system, remedies available and the approach of the 
Irish courts to fraud and asset recovery litigation.

1  Legal framework and statutory 
underpinnings

Ireland, as distinct from Northern Ireland, a 
separate legal jurisdiction comprising six coun-
ties which form part of the United Kingdom of 
Great Britain and Northern Ireland (the UK), has 
a common law legal system with a written consti-
tution and a Commercial Court experienced in 
dealing with complex litigation.  Understanding 
the legal parameters for dealing with investigations 
into suspected fraudulent conduct is essential.

Ireland

Criminal Justice (Corruption Offences)  
Act 2018
Ireland’s anti-corruption laws were recently 
overhauled through the Criminal Justice 
(Corruption Offences) Act 2018.  This legisla-
tion consolidated existing law and introduced 
a number of new criminal offences, closely 
informed by the UK’s Bribery Act 2010, 
including active and passive corruption and 
corruption in relation to office, employment, 
position or business.

The Act also provides for a new corporate 
liability offence which allows a corporate body 
to be held liable for the corrupt actions of inter 
alia any of its directors, managers, secretary, 
employees, agents or subsidiaries, with the 
intention of obtaining or retaining business, or 
an advantage in the conduct of business, for the 
body corporate. 

Some provisions have explicit extra-territorial 
effect, so that Irish persons, companies and 
other organisations registered in Ireland which 
commit acts outside Irish territory which would 
constitute an offence if committed within Irish 
territory may be prosecuted. 

Regard should also be had to false accounting 
(Section 10 of the Criminal Justice (Theft & 
Fraud Offences) Act 2001) and offences relating 
to the falsification of company books and docu-
ments under the Companies Act 2014.
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Anti-money laundering
As a member of the EU, Ireland is subject to 
EU legislation on the internal market, including 
the anti-money laundering and counter-terrorist 
financing framework.  The Fifth Anti-Money 
Laundering Directive (MLD5) (EU) 2018/843 
also applies (note: most of the Directive’s provi-
sions were to be transposed into national law by 10 
January 2020; however, as of the date of publica-
tion, Ireland has not enacted the required imple-
menting legislation).

Hacking and cybercrime offences
Cybercrime is an increasing concern for busi-
nesses and the Criminal Justice (Offences 
Relating to Information Systems) Act 2017 
was specifically targeted at hacking and cyber-
crime.  The Act created new cybercrime offences 
and transposes the requirements of the EU 
Cybercrime Directive (Directive 2013/40/EU 
of the European Parliament and of the Council 
of 12 August 2013 on attacks against informa-
tion systems).  It also addresses the cross-border 
impact of cybercrime by contributing to a harmo-
nious approach to the issue across the EU.

Mutual legal assistance (MLA)
Applications for mutual legal assistance (MLA) 
are also commonly brought in Ireland again 
because of the large number of online/digital 
content providers domiciled here.  

Criminal Assets Bureau (CAB)
The Criminal Assets Bureau (CAB) brings 
together law enforcement officers, tax and 
social welfare officials as well as other specialist 
officers from different organisations.  The CAB 
is an independent body corporate rather than 
part of the Irish police (An Garda Síochána) and 
has power to take all necessary actions in rela-
tion to seizing and securing assets derived from 
criminal activity.  It is an investigating authority 
rather than a prosecutor (Murphy v Flood [1999] 
IEHC 9).

For the purposes of conducting its investiga-
tions, the CAB has many of the powers normally 
given to An Garda Síochána, including search 
warrants and orders to make material avail-
able to the CAB.  In addition, the CAB enjoys 
extensive powers of seizure in respect of assets 
which are the proceeds of crime and can apply ex 
parte to the High Court for short-term ‘interim’ 
orders on the civil standard of proof prohib-
iting a person from dealing with a specific asset 
(Section 2 of the Proceeds of Crime Act 1996).  
Section 3 allows for the longer-term freezing of 
assets (‘an interlocutory order’), for a minimum 
of seven years.  At the expiry of seven years, 

the CAB can apply to transfer the asset in ques-
tion to the Minister for Public Expenditure & 
Reform or other such persons as the court may 
determine.

The courts have treated bitcoin as an asset 
capable of recovery under the CAB’s powers and 
have not distinguished virtual currencies from 
other assets for this purpose (Criminal Assets 
Bureau v Mannion [2018] IEHC 729).

Reporting obligations
Uncovering wrongdoing in the course of an 
internal investigation may give rise to a statu-
tory reporting obligation.  It is an offence under 
Section 19 of the Criminal Justice Act 2011 to 
fail, without reasonable excuse, to notify the 
appropriate authority where a ‘designated person’ 
has information which they know or believe to be 
of material assistance in preventing the commis-
sion, or in securing the successful prosecution, of 
a relevant offence.  ‘Relevant offences’ include: 
criminal damage; fraud; bribery; theft; company 
law violations; and offences relating to the invest-
ment of funds and other financial activities.  The 
threshold is low and need not meet an evidential 
standard.  Designated persons must be alert to 
this obligation as any failure to comply carries the 
risk of a substantial fine on conviction for indi-
viduals and entities, and/or a term of imprison-
ment of up to five years for relevant individuals.

A Section 19 report can be made orally but is 
best submitted in writing, a copy of which should 
be retained as a written record of the notification 
so that the extent/timing of the report is evident 
in the event of any subsequent attempt to pros-
ecute the designated person.  

Where money laundering is suspected, care 
must be taken to notify and to seek directions 
from the authorities as to the steps that the indi-
vidual or entity must take in connection with the 
resulting criminal investigation.  Tipping off in 
respect of money laundering is an offence.

Auditors also have strict reporting obligations 
under Section 59 of the Criminal Justice (Theft 
& Fraud Offences) Act 2001 if information 
of which the auditor may become aware in the 
course of an audit suggests that the audited entity 
may have committed offences of dishonesty.

Whistleblowers
Whistleblowing reports are a common feature 
in the context of investigations and litigation.  
The enhanced protection for whistleblowers 
under the Protected Disclosures Act 2014 aims 
to encourage disclosure of potential wrongdoing.  
The legislation gives no guidance as to how 
disclosures are to be investigated, but care should 
be taken to retain confidentiality and to avoid any 
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steps which may be construed as penalisation of 
the discloser.  The potential exposure to damages 
for breaches of the Act is very significant.

Legal privilege
Irish law recognises legal professional privilege as 
a fundamental doctrine, grounded on the public 
policy that an individual or entity can consult 
lawyers and prepare for litigation in confidence.  
Three primary sub-classes of privilege protect 
communications: those evidencing legal advice 
(legal advice privilege); generated for the dominant 
purpose of existing or contemplated litigation or 
regulatory investigations (litigation privilege); or 
evidencing settlement negotiations (without preju-
dice privilege).  A document may be either fully 
or partly privileged.  Privilege confers an abso-
lute immunity from production and inspection, 
but may be tested once asserted.  A party making 
discovery must list on oath each individual docu-
ment over which privilege is claimed.  

Privilege may be waived voluntarily or if privi-
leged documents are deployed in the course of 
proceedings and the benefit of privilege is gener-
ally lost once shared with a third party; although 
there is a mechanism for protection of privilege 
where privileged documents are shared confiden-
tially for a defined purpose, on the express under-
standing that privilege is not waived.  Reliance 
on certain privileged documents may result in 
broader waiver of privilege.  Privilege may also be 
forfeited if it can be established that the author/
creator of the documents did so for the purposes 
of engaging in a fraud or other illegal conduct.

Administration of justice in public
The Irish Constitution provides that justice shall 
be administered in public save in such special 
cases as may be prescribed by law (Article 34(1) 
of Bunreacht na hÉireann).  This constitutional 
imperative of open justice means that hearings do 
not take place in chambers, and there is no prec-
edent for the granting of gagging orders in the 
context of the making of orders for disclosure, for 
example.  A recent decision of the Supreme Court 
may open up scope for the granting of such orders 
in an appropriate case.  In Sunday Newspapers Ltd. 
& Ors. v Gilchrist and Rogers [2017] IESC 18, the 
Supreme Court considered whether a defama-
tion action before a jury, involving highly sensi-
tive evidence affecting a state witness protection 
programme, could be heard in camera.  Finding 
it could on the facts, the Court said that any 
court must be resolutely sceptical of any claim to 
depart from the general principle of open justice, 
but where constitutional interests and values of 
considerable weight may be damaged or destroyed 
by a hearing in public, then the minimum possible 

restrictions can be imposed to protect those inter-
ests.  This opens up the possibility of obtaining 
reporting restrictions in the context of an appli-
cation for disclosure by way of injunctive relief, 
where publicity may place the information at risk 
of destruction.

Data protection
Data protection in Ireland is governed by the 
Data Protection Acts 1988 to 2018 and the 
GDPR, which impose a range of obligations on 
‘data controllers’ and ‘data processors’ as regards 
how they manage the ‘personal data’ of EU ‘data 
subjects’.  The definition of personal data is 
much broader than that applicable in the US, for 
example, and care must be taken to ensure that 
international transfers of such personal data meet 
the requirements of the GDPR.  

There is a preliminary obligation on all data 
controllers/processors to identify at least one of 
the prescribed ‘legitimate grounds’ permitting 
the lawful collection and processing of personal 
data.  Personal data must always be relevant to the 
purpose for which it is collected/processed.  It 
should also be retained only for as long as is neces-
sary for the purpose(s) for which it was originally 
collected and always properly secured against 
unauthorised access.

Data protection should always be a central 
consideration, particularly where, for example, 
a company requires access to the personal data 
of clients, employees or other third-party stake-
holders as part of an internal investigation/audit 
or an external request from a third party (e.g. a 
regulator/investigative body).  In most cases, 
data controllers/processors are required to first 
obtain either the express or implied consent 
of data subjects before collecting/processing 
their personal data, especially sensitive personal 
data which in virtually all cases requires express 
consent.  Where, for example, a company is 
investigating a suspected fraud, one of a number 
of exceptions may apply permitting the requi-
site processing for the purpose of obtaining 
legal advice in connection with anticipated legal 
proceedings, or for the purposes of preventing, 
detecting or investigating suspected offences.  For 
non-sensitive personal data, processing is gener-
ally permitted to the extent that it is incidental 
to and necessary for the pursuit of a company’s 
‘legitimate interests’ (e.g. compliance with the 
terms of an employment contract or protection of 
its commercial/financial interests) provided that 
this is done fairly and proportionately.  The key 
questions are likely to be whether the intrusion is 
proportionate to the need and to what extent the 
information needs to be disclosed to anyone other 
than the investigator.
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The Irish Data Protection Commissioner (DPC) 
is considered the lead supervisory authority in the 
EU due to the number of digital content providers 
domiciled in Ireland. Any breaches are required to 
be notified within 72 hours (where feasible) and it 
may also be necessary to notify those data subjects 
affected.

Constitutional privacy rights also underpin data 
protection law in Ireland.  Privacy is recognised 
as an unenumerated right protected under the 
Irish Constitution and the potential for breaches 
of constitutional rights should also be borne in 
mind when handling personal data, conducting 
investigations or engaging in measures such as 
surreptitious monitoring, filming, or other intru-
sive conduct as part of any investigation or in the 
course of proceedings. 

Breach of confidence
Claims for breach of confidence tend to arise in 
commercial contexts arising from the commercial 
exploitation of confidential information whereby 
a company, for example, might sue in respect of 
confidentiality obligations owed to it by third 
parties (e.g. (former) employees, clients, or other 
stakeholders).  Companies routinely rely on the 
law of confidence in connection with the removal 
or disclosure of commercially sensitive informa-
tion by an employee.  Breach of confidence has 
a broader remit than data protection law as it 
applies to all information whether or not it consti-
tutes ‘personal data’.  The information must be 
confidential and the party possessing it must have 
shared it in circumstances which impute a duty of 
confidentiality.

A company may also be sued in respect of confi-
dentiality obligations owed by it to third parties 
(e.g. (former) employees, clients, or other stake-
holders).  Compliance with data protection law is 
also likely to satisfy the company’s obligations in 

respect of confidentiality.  Where a company feels 
that it is necessary to disclose confidential infor-
mation received from a third party to parties other 
than public law enforcement authorities, it should, 
where possible, seek the consent of the party from 
whom it received the information.

Seeking/compelling disclosure from third 
parties
Irish law provides a number of mechanisms for 
obtaining disclosure from third parties either 
in the context of existing proceedings, or in 
aid of foreign proceedings, or with a view to 
commencing proceedings.

The court will grant orders for production of 
documents by a non-party if satisfied that it likely 
holds the documents and that they are relevant 
and necessary and not otherwise obtainable by the 
applicant, subject to the applicant indemnifying 
the non-party in respect of the reasonable costs 
of making discovery.  The court will generally not 
make such orders against entities or individuals 
outside the jurisdiction, although such orders may 
be made with the consent of the affected non-
party (Quinn & Ors. v Wallace & Ors. [2012] IEHC 
334).

A party can also apply for the disclosure of 
information (see Order 40 of the Rules of the 
Superior Court (RSC) for details of the proce-
dural requirements relating to sworn affidavit 
evidence) by a non-party where such information 
is not reasonably available to the requesting party 
provided that the court is satisfied that this infor-
mation would not have been otherwise obtainable.  
The court may, unless it is satisfied that it would 
not be in the interests of justice that the subject 
matter be disclosed, grant an order on notice to 
the non-party directing them to: (i) prepare/file a 
document documenting the information; and (ii) 
serve a copy of that document on the parties to 
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the proceedings (Order 31, Rules of the Superior 
Courts (RSC) (as amended)).

Preservation of assets/documents
The courts will make orders for disclosure of 
documents as part of measures to restrain the 
dissipation of assets (Irish Bank Resolution Corpora-
tion Ltd. (in Special Liquidation) & Ors. v Quinn & 
Ors. [2013] IEHC 388; Trafalgar Developments Ltd. 
& Ors. v Mazepin & Ors. [2019] IEHC 7).  Failure 
to comply with such orders constitutes a contempt 
of court, punishable by committal or attachment.  
The court will also take action to protect copy-
right by way of prior restraint in appropriate cases, 
for example (EMI Records (Ireland) Ltd. v Eircom plc 
[2009] IEHC 411).  

Norwich Pharmacal orders
The courts will grant orders requiring the disclo-
sure of information or documentation by a third 
party by way of Norwich Pharmacal relief in order 
to identify a wrongdoer (Megaleasing UK Limited & 
Ors. v Barrett & Ors. [1993] ILRM 497).  In easyJet plc 
v Model Communications Ltd ([2011] (Unreported)), 
the easyJet board had been the subject of a viral 
social media campaign and sought Norwich Phar-
macal relief against the Dublin-based PR company 
involved, which was ordered to produce its client’s 
details and design materials, which confirmed 
that the originator of the campaign was a former 
shareholder of the company.  Such orders are 
also frequently granted against internet service 
providers in respect of anonymous online content 
(see, for example, McKeogh v John Doe 1 & Ors. 
[2012] IEHC 95).

2  Case triage: main stages

When information about potential fraudulent 
activity emerges, careful consideration must be 
given to strategy and next steps.  An internal 
investigation may lead to a disciplinary process, 
which may span different offices within an organi-
sation and different jurisdictions, or give rise to 
mandatory reporting obligations.  An organisa-
tion may be the victim of an external fraud or it 
may be a purely internal issue (or a hybrid of those 
scenarios).  External investigations may result, 
with the organisation and its officers facing regu-
latory sanctions or criminal prosecution.  Where 
this occurs, civil litigation is likely to arise or the 
organisation may need to pursue litigation to 
protect its own interests and that of any share-
holders and to recover losses.  It may be possible 
to contain the situation within the organisation or 
it may become public, and different considerations 
will apply depending on the circumstances but 

always with the possibility of reporting obligations 
informing next steps.

The process of planning and managing an 
internal investigation requires careful handling.  
Contractual considerations are key and the organi-
sation must operate within the law.  Contracts with 
officers and employees, as well as an organisation’s 
internal codes and procedures, may include terms 
concerning the use of material that is protected 
by data protection law or that falls under separate 
confidentiality or privacy obligations.  Even where 
there is no statutory requirement to report matters 
to the authorities, a decision may be made to do so 
voluntarily for internal policy reasons. 

Documents, particularly electronic documents, 
should be immediately preserved.  Depending on 
the purpose of an internal investigation, it may be 
possible to rely on legal professional privilege in 
respect of the communications and outputs from 
the process.  If litigation is anticipated, a legal hold 
should issue to ensure preservation of relevant 
material.  

A broad range of remedies is available to an 
organisation in tracing and recovering misappro-
priated assets depending on the circumstances of 
each case.  Proving criminal fraud can be difficult, 
and it may be strategically more sensible to pursue 
alternative approaches to asset recovery via civil 
litigation.

When suspected fraudulent activity comes 
to light, an organisation should take immediate 
steps to investigate.  Having preserved all relevant 
information, it may also be necessary to interview 
relevant personnel and/or secretly to view material 
stored on a personal computer or device, or hard 
copy documents located in an employee’s office.  
An organisation must always have regard to its 
obligations to its employees, its customers and 
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other third-party stakeholders under data protec-
tion law and, separately, under confidentiality and 
privacy law.  Many of these legal requirements may 
be satisfied by prior agreement between the organ-
isation and the employee via a contract of employ-
ment, a separate non-disclosure agreement or rele-
vant internal policy documentation.  The organisa-
tion must also consider the extent to which it may 
be entitled to rely on legal professional privilege 
in respect of communications generated inter-
nally or with external lawyers, as well as the prin-
ciples of procedural fairness that it must apply as 
regards the investigation process.  If searches are 
to be conducted against personal data, a legitimate 
interest assessment should be conducted under 
GDPR prior to conducting any searches.

A further complicating factor in respect of 
internal investigations is that a protected disclo-
sure may be made, sometimes by the person or 
persons under investigation.  Where that occurs, 
considerable care should be taken to ensure 
compliance with the requirements of the Protected 
Disclosures Act 2014.

Remedies
There are various remedies available to organisa-
tions in Ireland in tracing/recovering misappro-
priated assets.  These include:

Injunctive relief
The Irish courts have broad jurisdiction to 
grant injunctive relief in appropriate cases where 
damages are not an adequate remedy and where 
the applicant satisfies the court that the relief 
sought is necessary.  In urgent cases, the courts 
may grant temporary orders (i.e. interim relief) 
without notice to the other side, but the applicant 
must make full and frank disclosure of all relevant 

facts and circumstances, and any failure to do so 
may lead to the relief being set aside and poten-
tially to liability for damages.

Proceedings in general in Ireland are in open 
court and this should be borne in mind if seeking 
some of the remedies listed below given the risk of 
tipping off the other side. 

Mareva injunctions 
If the claimant is not claiming that it is entitled to 
some form of ownership of assets in the defend-
ant’s possession, but that it is unlikely to be able 
to recover funds from the defendant without 
a freezing order in respect of assets, then the 
freezing order sought is what is referred to as a 
Mareva injunction.  A Mareva injunction can be a 
valuable pre-emptive remedy.  It “affects the assets of 
the party against whom it is granted, so as to prevent that 
party from placing such assets (save for assets in excess of any 
value threshold specified in in the relevant order) beyond the 
reach of the court in the event of a successful action” (Dowley 
v O’Brien [2009] IEHC 566 at 760 per Clarke J).  
Given their nature, Mareva injunctions are often 
granted ex parte. 

Ancillary orders in support of Mareva  
injunctions
Mareva injunctions are often accompanied by 
ancillary orders to ensure their efficacy, including 
Asset Disclosure Orders (Trafalgar Developments 
Ltd. v Mazepin & Ors. [2019] IEHC 7), aimed at 
ensuring defendants fully and accurately disclose 
the true extent of their assets, wherever situate, 
and/or orders for the cross-examination of a depo-
nent on disclosure.  The High Court in AIB plc v 
McQuaid ([2018] IEHC 516) invoked its inherent 
jurisdiction to join non-parties to proceedings to 
enforce its own processes/orders.  There was no 
requirement for any substantive cause of action to 
subsist against the non-parties.

Anton Piller orders
Where there is an urgent fear that the respondent 
may try to move assets or hide evidence of wrong-
doing, the courts may also grant search orders 
permitting the applicant to enter premises to look 
for evidence of wrongdoing and to demand infor-
mation from named people about the whereabouts 
of assets (“Anton Piller orders”).  The jurisdiction 
is “sparingly used” (see Section 1, Legal frame-
work and statutory underpinnings).  The courts 
may, in conjunction with freezing orders, order a 
respondent to disclose the whereabouts of assets 
in the respondent’s possession identified as being 
‘stolen’ assets or traceable back to such assets, or 
of the extent and whereabouts of assets that may 
need to be frozen so there are funds available to 
meet the claim.
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Norwich Pharmacal orders
See Section 1, Legal framework and statutory 
underpinnings.

Bayer orders
In “exceptional and compelling circumstances” (O’Neill 
v O’Keeffe [2002] 2 IR 1), the court may restrain 
a respondent from leaving the jurisdiction for a 
limited time period and compel delivery of pass-
ports.  Such orders are extremely rare and the court 
will qualify the restrictions as far as possible so as 
to balance the necessity for the proper administra-
tion of justice with the defendant’s constitutional 
right to travel ( JN and C Ltd. v TK and JS trading as 
MI and LTB [2002] IEHC 16).

Appointment of a receiver by the court 
The aim of appointing a receiver before judg-
ment is to preserve assets for the person who may 
ultimately be found to be entitled to those assets.  
The appointment of a receiver can be effective but 
is also an expensive and intrusive remedy.  The 
appointment may occur in conjunction with other 
relief such as a Mareva injunction if there is, for 
example, a risk that a defendant may use a compli-
cated structure to deal with their assets in breach 
of the injunction.  This power is not limited to 
Irish-based assets.  In the Quinn Family Litigation 
(Irish Bank Resolution Corporation Ltd. (in Special 
Liquidation) & Ors. v Quinn & Ors. [2012] IEHC 
507), Ireland’s specialised Commercial Court 
appointed a receiver over the personal assets of 
individual family members and later went so far as 
to appoint an Irish receiver over shares held by a 
UAE entity in an Indian company.

Where necessary the court will appoint a 
receiver over future income receipts derived from 
a defined asset in post-judgment scenarios (ACC 
Loan Management Ltd. v Rickard [2017] IECA 245).

Orders for the detention, preservation and 
sale of property
In addition to the inherent jurisdiction of the 
court under Section 28(8) of the Supreme Court 
of Judicature Act (Ireland), 1877 to grant relief, 
Order 50 of the Rules of the Superior Courts 
(RSC) provides for the detention, interim custody, 
preservation, securing and sale of property.  Some 
of its rules apply to property that are the subject 
matter of proceedings and some apply more 
broadly to also include property that may be the 
subject of evidence given in proceedings.

European Account Preservation Orders 
(EAPO)
The European Account Preservation Order 
(EAPO), applicable since January 2017, has been 
little used.  An EAPO is a bank account preserva-

tion order that exists alongside national preserva-
tion measures (Recital 6 of the EAPO Regulation 
2014) and it prevents the transfer or withdrawal 
of funds up to the amount specified in the order 
which are held by a debtor or on their behalf in 
a bank account in a participating member state.  
It also enables the identification of relevant bank 
accounts by a simple online application procedure.  

3  Parallel proceedings: A combined 
civil and criminal approach

It is possible to pursue civil and criminal proceed-
ings on a parallel basis in Ireland, as occurs in civil 
law jurisdictions, although criminal proceedings 
may significantly delay the ability to obtain civil 
remedies.  Private prosecutions are not a feature 
of Irish asset recovery because the Director of 
Public Prosecutions (DPP) has the option as to 
whether to prosecute where a private prosecution 
has been commenced and effectively takes over 
the prosecution.  In general, civil proceedings 
are speedier and more effective than the criminal 
route.  Note that where criminal proceedings do 
arise in respect of factual matters also arising in 
related civil proceedings, the courts may place a 
stay on the civil claim until the criminal trial has 
concluded if there is potential for prejudice to the 
accused.  If stolen assets are involved it may be 
possible to involve the CAB. 

Principal causes of action
Where a claimant has been the victim of a 
suspected fraud, careful consideration must 
be given to the nature of any proceedings that 
can or should be brought with a view to either 
recovering the assets or obtaining compensation 
commensurate with their value.  Depending on 
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the facts, it may be possible to show that more 
than one party conspired in furtherance of the 
fraud such as to form the basis for a conspiracy 
claim; there may have been a (fraudulent) misrep-
resentation; it may be possible to show wilful 
deceit or unlawful interference with the claim-
ant’s economic interests or property; or there 
may be grounds to seek to rescind a contract on 
grounds of illegality.  Where it is not possible to 
prove fraud, there may still be the option of an 
action for money had and received, provided that 
the claimant can identify the funds and demon-
strate ownership of them, or for a garnishee 
order, for example.

Standard of proof
The standard of proof is the civil standard, i.e. 
the balance of probabilities (Banco Ambrosiano 
SPA & Ors. v Ansbacher & Co. Ltd. & Ors. [1987] 
ILRM 669), but the gravity of an allegation and 
the consequences of finding that it has been 
established are matters to which the court must 
have regard in applying the civil standard (Fyffes 
plc v DCC plc & Ors. [2005] IEHC 477).  Counsel 
should not plead fraud unless satisfied that there 
are cogent grounds on which to do so and it is not 
permissible to allege fraud in vague or general 
terms.  There must be evidence of conscious and 
deliberate dishonesty, and the plaintiff must be 
able to show that it has suffered a loss as a result 
of the fraudulent conduct.

Conspiracy
As with an allegation of fraud or deceit, any 
conspiracy claim must be pleaded in detail, 
with particulars of the facts giving rise to the 
conspiracy to the extent that they are known.  A 
claim of conspiracy will usually be combined with 
other causes of action where it can be shown that 
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more than one actor was involved in the events 
leading to the loss to the claimant.  As with torts 
generally, the claimant must be able to demon-
strate a causal nexus between the conspiracy and 
the loss or damage sustained.  It is, of course, 
in the very nature of a conspiracy that facts are 
often concealed, so it can be challenging to meet 
this standard.

4  Key challenges

Parallel civil-criminal proceedings 
It is not possible to control whether criminal 
proceedings will impact on civil asset recovery 
proceedings and, as identified above, the party 
pursuing the claim may find that it is fixed with 
reporting obligations which will necessarily result 
in involvement by prosecuting authorities.  In 
general, if a claim meets the Commercial Court 
criteria, it is possible to move civil proceedings 
with expedition and obtain effective remedies 
through seeking injunctive relief and appropriate 
orders.  The more egregious the facts, the better 
from the perspective of obtaining the assistance 
of the courts.

Norwich Pharmacal relief – limitations
It is not possible to obtain Norwich Pharmacal orders 
for general information concerning a wrongdoer.  
The court will insist on the information required 
being specified very particularly and the courts 
in this respect take a much narrower view than 
the English court, for example; Lord Philips 
MR pointed out in Ashworth Hospital Authority 
v MGN Ltd. [2001] 1 All ER 991 at [57]: “The 
present trend is to extend rather than marginal-
ised this area of law.”  If foreign proceedings are 
already in being, the better route may be to seek 
disclosure orders from the Irish court in aid of 
those proceedings, provided that it is possible to 
identify data or documents that are relevant and 
necessary for that purpose and in the possession 
or power of an Irish person or entity.

Obtaining and accessing personal data 
Compliance with the stringent requirements of 
the GDPR can be challenging in the context 
of an internal investigation where there are no 
legal proceedings in being and searches must 
be conducted against personal data.  The better 
the organisation’s general compliance with the 
GDPR, the easier it will be to move quickly in 
such circumstances.  It should also be borne 
in mind that the definition of what constitutes 
personal data under the GDPR is much broader 
than its equivalent in the US, for example, and 
certain other jurisdictions. 
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Third-party litigation funding not 
permissible 
As matters stand, it remains unlawful under Irish 
law for a third party to fund litigation, with the 
ancient rules of maintenance and champerty still 
effective under the Maintenance and Embracery 
Act 1634.  The Supreme Court has recently 
addressed this twice (SPV Osus Ltd. v HSBC 
Institutional Trust Services (Ireland) Limited & Ors. 
[2018] IESC 44; see also Persona Digital Telephony 
Ltd. & Anor v Minister for Public Enterprise & Ors. 
[2017] IESC 27), stating clearly that such funding 
remains unlawful without legislation to rectify 
the situation.  This can be a significant barrier to 
obtaining relief from the courts and it is hoped 
that the legislature will bring Ireland into line with 
other common law jurisdictions in this regard.

5  Cross-jurisdictional mechanisms: 
Recent issues and solutions

Misappropriated assets are often hidden across 
national borders and require international coop-
eration in order to be traced properly.  The Irish 
courts have proved to be pragmatic and respon-
sive in the recognition of judgments and other 
steps which will assist the tracing of assets cross-
jurisdictionally.

This pragmatism can be illustrated by reference 
to a bankruptcy case arising out of the financial 
crisis (Re: Drumm (a Bankrupt): Dwyer, applicant 
[2010] IEHC 546).  The bankrupt was the former 
CEO of the now notorious Anglo Irish Bank 
Corporation.  The bank sued him for repayment 
of substantial share loans extended to him as CEO 
and in respect of the alleged fraudulent transfer of 
a property into his wife’s name.  He filed for bank-
ruptcy in Massachusetts just prior to the hearing of 
the Irish High Court proceedings.  The Trustee in 
bankruptcy applied to the Irish Court for orders in 
aid of the US bankruptcy proceedings vesting the 
property in the Trustee, assisting in the realisation 
of any other assets and in the examination of the 
bankrupt in respect of all matters relating to his 
estate.  Ms. Justice Dunne noted that there was a 
paucity of decisions on point.  She concluded: 

“We do live in a world of increasing world trade and 
globalisation... Whether one is talking of companies trading 
internationally or of individuals who have establishments in 
more than one jurisdiction, the fact of the matter is that busi-
nesses and individuals are infinitely more mobile than was 
the case in 1770. I can see no reason of public policy for 
refusing to assist the trustee in bankruptcy in this case in 
the manner sought. On the contrary, it seems to me that it 
is to the benefit of the creditors of the bankrupt to facilitate 
the trustee in this case. One of the principal creditors of the 
bankrupt is Anglo Irish Bank Corporation Plc which is 

participating in the bankruptcy proceedings in the United 
States of America. There is no obvious disadvantage to the 
creditors in refusing to make an order in aid of the trustee in 
bankruptcy and on a practical basis, it would appear to be 
more appropriate to make such an order so that the property 
in this jurisdiction can be dealt with by the trustee in bank-
ruptcy for the benefit of all of the creditors of the bankrupt.”

Letters of request 
Letters of Request are a cross-jurisdictional mech-
anism whereby a court in e.g. Ireland can request 
assistance from a court in another jurisdiction in 
obtaining documents and/or evidence, in support 
of proceedings. 

Letters of Request are a very effective cross-
jurisdictional mechanism and have been used 
to great effect in the context of Irish conspiracy 
proceedings, in which neighbouring courts issued 
Letters of Request to the courts in Belize and the 
British Virgin Islands for assistance, resulting 
in the appointment of a receiver and the ulti-
mate recovery of substantial assets (Irish Bank 
Resolution Corporation Ltd. (in Special Liquidation) 
& Ors. v Quinn & Ors. [2013] IEHC 388). The 
Evidence Regulation (Council Regulation (EC) 
No 1206/2001 of 28 May 2001 on cooperation 
between the courts of the Member States in the 
taking of evidence in civil or commercial matters 
(OJ L 174, 27.6.2001, p. 1)) applies in an EU 
context.

Enforcement of judgments
The Irish courts’ attitude to the enforcement 
of foreign judgments is positive and facilitative.   
The enforcement of EU judgments is governed 
by the Brussels I Recast Regulation in respect of 
judgments or proceedings commenced after 10 
January 2015; the Brussels I Regulation (44/2001) 
continues to apply to certain territories of Member 
States situate outside the EU.  Ireland is also a 
party to the Lugano Convention 2007, relevant to 
certain EFTA Member States, and expects to be a 
party to the Hague Convention on the Recognition 
and Enforcement of Foreign Judgments in Civil or 
Commercial Matters 2019, both by virtue of its EU 
membership.

In respect of third-country judgments there are 
several multilateral treaties relevant to the recog-
nition and enforcement of foreign judgments in 
Ireland.  Only money judgments may be recog-
nised and enforced at common law in Ireland and 
a party will generally apply for both recognition 
and execution if seeking the assistance of the Irish 
court.  On the basis of respect and comity between 
international courts, provided the judgment is for a 
definite sum, is final and conclusive, and has been 
given by a court of competent jurisdiction, the 
court will generally recognise the judgment. 
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Grounds on which recognition and enforce-
ment of such judgments may be refused include 
if Ireland is not considered to be the appropriate 
jurisdiction for recognition, if it is contrary to 
public policy, if the sums claimed have not been 
specifically determined, or if the court granting 
the judgment was not a court of competent juris-
diction (Albaniabeg Ambient ShpK v Enel SpA (2016) 
IEHC 139 and (2018) IECA 46; see also Sporting 
Index Ltd. v O’Shea (2015) IEHC 407).

Appointment of a receiver 
The appointment of a receiver is also an effective 
cross-jurisdictional mechanism.  (See also Section 
2, Case triage: main stages, remedies.)

6  Technological advancements and 
their influence

Technology is a key tool in asset recovery and 
machine learning systems are commonly now 
deployed in fraud and asset recovery litigation in 
Ireland both in terms of tracing assets and also 
managing the complex discovery exercises which 
tend to accompany such disputes.  The Irish courts 
have been particularly progressive in this regard, 
and Ireland was the second jurisdiction globally to 
approve the use of technology assisted review for 
making discovery (Irish Bank Resolution Corporation 
Ltd. (in Special Liquidation) & Ors. v Quinn & Ors. 
[2013] IEHC 388).  Ireland’s Chief Justice is 
seeking to introduce technology more broadly in 
the courts system and it is common for documents 
to be presented electronically in complex litigation.

There is an emerging trend of international 
investigators seeking to promote intelligence soft-
ware for asset recovery.  As GDPR compliance is 
central to the effective deployment of such tech-
nology, data protection obligations must be the 
first port of call in assessing to what extent intel-
ligence systems are likely to validly advance the 
asset recovery efforts without giving rise to data 
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protection breaches, a consideration which comes 
into stark focus when dealing with cross-border 
asset recovery given the divergent data protection 
regimes in different jurisdictions and differing 
notions of data protection globally.

There is no doubt that the Irish courts view 
bitcoin and other virtual currencies as ‘assets’ and 
the Commercial Court has granted freezing orders 
in respect of cryptocurrency, including digital 
wallets: Trafalgar Developments Ltd. & Ors. v Mazepin 
& Ors. [2019] IEHC 7.  The CAB has also been 
granted orders entitling it to seize bitcoin.  We 
expect to see an increase in disputes involving 
virtual currencies as uptake increases in Ireland 
following the implementation of MLD5, which 
for the first time regulates providers engaged 
in exchange services between virtual and fiat 
currencies and custodian wallet providers which 
will be subject to registration and due diligence 
requirements.

7  Recent developments and other 
impacting factors

MLD5
MLD5 changes the regulatory landscape across 
the EU in respect of virtual currencies and its 
implementation is a significant new develop-
ment, as central banks struggle with the status and 
impact of such currencies.  With moves by global 
companies such as Facebook towards setting up 
their own digital currencies, Ireland is at the centre 
of this new regulatory regime and is likely to see 
related litigation in the years to come.  Ireland’s 
unique legal system, with its important constitu-
tional backdrop which is very focused on vindi-
cating the rights of the citizen, may give rise to 
some interesting precedents in this area.

Brexit
It is impossible to provide any analysis of the legal 
framework and environment in Ireland in 2020 



FRAUD, ASSET TRACING & RECOVERYCC RRDD
Commercial Dispute Resolution

IRELAND128

Karyn Harty is an expert in asset recovery and fraud litigation.  She has an in-depth knowledge of working with counsel 
in other jurisdictions, including civil law countries, as lead counsel, and securing orders and necessary sanctions in 
support of asset tracing including injunctions, the appointment of receivers and liquidators, findings of contempt of court, 
freezing orders and disclosure orders. 

Karyn is Co-Chair of the Forum on the International Enforcement of Judgments and Awards 2019/2020 and is a 
regular contributor to conferences on international disputes and asset recovery.

Karyn is well known as an e-discovery specialist and secured the first High Court approval for the use of Technology 
Assisted Review in inter party discovery.  Karyn has specialised in media defence since qualifying and she is supported by 
a team of media defence specialists who focus on complex media litigation, involving defamation, breach of confidence, 
contempt of court, privacy and injunctions.

 karyn.harty@mccannfitzgerald.com

Audrey Byrne is an intelligent litigator and strategist who brings clear vision to the most complex of legal problems.  
Her practice focuses on complex commercial and taxation disputes and investigations, with a particular focus on 
international asset tracing, fraud and investigations.  She frequently advises international clients (including foreign law 
firms) on cross-border issues and has a particular interest in white-collar crime compliance and contentious issues. 

Audrey has unique experience in the Irish market of co-ordinating international litigation including fraud and asset 
tracing across multiple jurisdictions.  Allied to this, she has extensive experience in dealing with regulatory bodies such 
as the Garda Bureau of Fraud Investigation and the Office of the Director of Corporate Enforcement.

 audrey.byrne@mccannfitzgerald.com

With c. 650 people, including over 450 lawyers and professional staff, McCann FitzGerald 
is Ireland’s premier law firm. 

McCann FitzGerald offers expert, forward-thinking legal counsel to clients and 
practices Irish law from offices in Dublin, London, New York and Brussels.  The firm’s 
deep knowledge spans a range of industry sectors, tailoring solutions to fit your specific 
needs. McCann FitzGerald’s clients are principally in the corporate, financial and business 
sectors and it also advises government entities and many state bodies.

The firm is divided broadly into four main groupings of corporate, finance, dispute 
resolution and litigation and real estate (including construction).  They also operate 
industry sector and specialist practice groups which comprise professionals from 
different groupings. In recognition of their market leading position, McCann FitzGerald 
was awarded Irish “Law Firm of the Year 2018” at The Lawyer European Awards and named 
for successive years by the Financial Times as one of the Top 50 Innovative Lawyers in its 
most recent Innovative Lawyers Report. They have also been recognised by International 
Financial Law Review and Chambers Europe as Irish Law Firm of the Year and Irish Client 
Service Law Firm of the Year.

 www.mccannfitzgerald.com

without mentioning the departure of the UK from 
the EU, otherwise known as ‘Brexit’.  Ireland will 
be uniquely impacted by Brexit being the only 
member state to share a land border with the UK 
and it appears that the ongoing constitutional crisis 
as regards the status of Scotland and Northern 
Ireland, neither of which voted to leave the EU, is 
likely to play out for some time to come.  From the 
perspective of litigating in Ireland, the nature of 
the trade deal that is ultimately struck as between 
the UK and EU is potentially significant, because 
the UK appears at present to favour a level of diver-
gence from EU law that is likely to interfere with 

asset recovery efforts involving parties in the UK, 
Ireland and other member states.  Divergences in 
data protection laws are likely to have a signifi-
cant impact on such litigation, given the strin-
gent requirements of the GDPR and the difficult 
hurdles involved in transferring personal data to a 
third country.  While it seems wildly counter-intu-
itive from an Irish perspective to leave the well-
developed and highly efficient reciprocal mecha-
nisms for recognition of judgments and other 
regimes, such as the European Arrest Warrant, the 
detail of the trade deal could really impact cross-
border litigation. CCCC RRRRDDDD
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